KDPw tekst ujednolicony wedtug stanu prawnego na dzier 30 czerwca 2025r..

1.

2.

w brzmieniu przyjetym uchwatg Zarzgdu KDPW nr 166/16 z dnia 11.03.2016 r.
obowigzujacg od 11.03.2016r.,

uwzgledniajgcy zmiany dokonane uchwata:

nr 699/16 z dnia 25.10.2016 r. obowigzujaca od 14.11.2016r.,

nr 861/17 z dnia 18.12.2017 r. obowigzujacg od 3.01.2018 r.,

nr316/2018 z dnia 23.05.2018 r. obowigzujaca od 6.06.2018 r.,

nr 383/2018 z dnia 18.06.2018 r. obowigzujacg od 2.07.2018 r.,

nr321/2019 z dnia 18.06.2019 r. obowigzujacg od 1.07.2019 r.,

nr 22/2020 z dnia 14.01.2020 r. obowigzujgcg od 3.02.2020 .,

nr 750/2020 z dnia 14.08.2020 r. obowigzujaca od 28.08.2020 r.

nr512/2022 z dnia 8 czerwca 2022 r., obowigzujgcg od dnia 1.07.2022 r., z wyjatkiem w § 1 pkt 4, 5i 7, ktore
obowigzujg od dnia 1.11.2022 r.

nr 518/2025 z dnia 11.06.2025 r., obowigzujgca od dnia 30.06.2025 r.

REGULAMIN SYSTEMU WYMIANY INFORMACII

§1.
Regulamin Systemu Wymiany Informacji, zwany dalej ,Regulaminem SWI”, stosuje sie w
stosunkach prawnych wynikajgcych z Porozumien SWI zawieranych przez Krajowy Depozyt
Papieréw Wartosciowych S.A. z uczestnikami SWI.
Regulamin SWI okresla, w szczegdlnosci, system komunikacji elektronicznej dla potrzeb wymiany
dokumentédw w postaci elektronicznej pomiedzy Uczestnikiem SWI a Krajowym Depozytem
Papieréw Warto$ciowych S.A., zasady i warunki korzystania z tego systemu w ramach SWI, przyjete
w SWI zasady identyfikacji uzytkownikdéw oraz stosowane w SWI srodki stuzgce zapewnieniu
bezpieczenstwa wymiany dokumentédw za ich posrednictwem, w tym takze zasady sktadania
oswiadczen i przesytania dokumentéw w postaci elektronicznej.

I. Definicje i skroty

§2.

Definicje i skroty uzyte w tresci Regulaminu SWI oznaczaja:

1)

2)
3)

4)

5)
6)

System Wymiany Informacji lub SWI — zestaw srodkéw technicznych oraz informatycznych, ktére
umozliwiajg sktadanie oswiadczen woli i przesytanie innych informacji pomiedzy Krajowym
Depozytem a Uczestnikami SWI, w drodze elektronicznej transmisji danych, przy wykorzystaniu
systemu komunikacji elektronicznej, o ktorym mowa w pkt 3, oraz srodkéw bezpieczenstwa
generowanych i wydawanych zgodnie z postanowieniami Regulaminu SWI;

Krajowy Depozyt — spétke Krajowy Depozyt Papieréw Wartosciowych S.A.;

ESDI/WEB — administrowany przez Krajowy Depozyt system komunikacji elektronicznej, o ktérym
mowa w § 3;

weryfikacja autentycznosci wiadomosci - proces weryfikacji integralnosci dokumentu polegajacy na
sprawdzeniu, czy wiadomos¢ nie zostata w sposdb nieuprawniony zmodyfikowana, tj. czy tekst
wiadomosci odebranej jest taki sam, jak tekst wiadomosci nadanej, wykonywany poprzez
poréwnanie wartosci funkcji skrétu (hash) z dokumentu z wartoscig wyliczong i wskazang przez
KDPW. W wyniku weryfikacji autentycznos$ci wiadomosci uzyskuje sie réwniez, na podstawie danych
pochodzacych z procesu uwierzytelnienia certyfikatem, informacje, czy nadawca wiadomosci jest
tg osobg, za ktérg sie podaje. Weryfikacje autentycznosci wiadomosci uznaje sie za negatywna, jezeli
tres¢ wiadomosci zostata znieksztatcona (nastgpito naruszenie integralnosci wiadomosci), albo, jesli
nadawca wiadomosci nie jest osobg, za ktdrg sie podaje;

dokumenty — dokumenty w rozumieniu Porozumienia SWI;

dokumenty systemowe - dokumenty, ktére s3 generowane bezposrednio z systemu
informatycznego Krajowego Depozytu, lub dokumenty, ktdre sg rejestrowane bezposrednio w
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7)

8)

9)

1.

systemie informatycznym Krajowego Depozytu w stosunkach pomiedzy Krajowym Depozytem oraz
Uczestnikami SWI;

Gtowny Poreczyciel — osoba, ktdrg jest pracownik Krajowego Depozytu wyznaczony przez Zarzad
Krajowego Depozytu, spetniajgca w systemie ESDI/WEB role tzw. zaufanej trzeciej strony,
generujgca Srodki bezpieczenstwa oraz bedgcg podmiotem poswiadczajgcym, ze nadawca i odbiorca
dokumentu w tych systemach sg faktycznie podmiotami, za ktére sie podajg. Gtéwny Poreczyciel, z
wykorzystaniem sprzetowych modutéw kryptograficznych stuzgcych do generowania prywatnych
kluczy kryptograficznych i publicznych kluczy kryptograficznych spetnia w tych systemach role
Urzedu Certyfikacji;

Porozumienie SWI — Porozumienie w sprawie sktadania o$wiadczen i przesytania dokumentéow w
postaci elektronicznej, zawarte pomiedzy Uczestnikiem SWI a Krajowym Depozytem, ktdrego
integralng czescig jest Regulamin SWI;

Uczestnik SWI — Powszechne Towarzystwo Emerytalne, Otwarty Fundusz Emerytalny albo inny
podmiot bedacy strong Porozumienia SWI zawartego z Krajowym Depozytem.

Il. System komunikacji elektronicznej ESDI/WEB

§3.

Zakres zastosowania systemu ESDI/WEB:

1) system dedykowany do obstugi wymiany danych, wykorzystujgcy mechanizmy aplikacji
internetowych w oparciu o internetowe kanaty komunikacyjne. Wymiana danych odbywa sie w
trybie manualnym (user - system) poprzez przeglagdarke internetowg lub w trybie
automatycznym (system - system) poprzez system informatyczny Uczestnika SWI;

2) system ESDI/WEB zapewnia mozliwos¢ przestania przez Uczestnika SWI do Krajowego
Depozytu:

a) dokumentéw systemowych w formacie wiasnym XML i statopolowym KDPW
przekazywanych w trybie manualnym przez Uczestnika SWI za posrednictwem
przegladarki internetowej do systemu informatycznego Krajowego Depozytu;

b) dokumentéw systemowych w formacie wiasnym XML i statopolowym KDPW
przekazywanych w trybie automatycznym przez system informatyczny Uczestnika SWI do
systemu informatycznego Krajowego Depozytu;

c¢) dokumentéw korespondencyjnych (w formacie dowolnym) przekazywanych przez
Uczestnika SWI do komérek organizacyjnych Krajowego Depozytu;

3) system ESDI/WEB zapewnia mozliwos¢ przestania przez Krajowy Depozyt do Uczestnika SWI:
a) dokumentéw systemowych w formacie wiasnym XML i statopolowym KDPW

przekazywanych przez Krajowy Depozyt do Uczestnikdw SWI. Dostep do dokumentéw
bedzie mozliwy za posrednictwem przegladarki internetowej Iub systemu
informatycznego Uczestnika SWI,;

b) dokumentow korespondencyjnych (w formacie dowolnym) przekazywanych przez
komoérki organizacyjne Krajowego Depozytu do Uczestnikéw SWI. Dostep do dokumentdow
bedzie mozliwy za posrednictwem przegladarki internetowej Iub systemu
informatycznego Uczestnika SWI;

4) zakres oraz strukture komunikatéw wtasnych XML i statopolowych KDPW, ktdore mogg by¢
przekazywane w ramach SWI przy wykorzystaniu systemu ESDI/WEB, Krajowy Depozyt okresla
na swojej witrynie internetowej.

System ESDI/WEB dziata na zasadzie wymiany wiadomosci w postaci elektronicznej za

posrednictwem dedykowanej witryny internetowej dostepnej na stronie www.kdpw.pl,

z zastosowaniem srodkdw technicznych umozliwiajgcych zachowanie poufnosci iintegralnosci

przesytanych informacji oraz zapewnienie niezaprzeczalnosci nadawcy. Mechanizmy

bezpieczenstwa zastosowane w ESDI/WEB bazujg na uznanych standardach kryptograficznego
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zabezpieczenia transmisji danych oraz wykorzystaniu mechanizméw weryfikacji autentycznosci

wiadomosci . W sktad systemu ESDI/WEB wchodza:

1) system centralny (serwer witryny internetowej) — ktdrego zadaniem jest umozliwienie
wysytania iodbierania dokumentdw elektronicznych pomiedzy Krajowym Depozytem a
Uczestnikami SWI;

2) stacje klienckie Uczestnikow SWI, wyposazone w przeglgdarke internetowg lub inne
oprogramowanie klienckie, umozliwiajgce komunikacje uzytkownikdw z systemem
centralnym.

3. Zasady eksploatacji:

1) dokumenty przesytane do Krajowego Depozytu za posrednictwem systemu ESDI/WEB nalezy
uwazac za zarejestrowane w tym systemie z chwilg otrzymania przez nadawce potwierdzenia
dostarczenia dokumentu do odbiorcy. Potwierdzeniem dostarczenia dokumentu jest specjalny
komunikat esdk.acc.001.01 wysytany przez system ESDI/WEB do nadawcy;

2) dokumenty przesytane z Krajowego Depozytu za posrednictwem ESDI/WEB nalezy uwazac za
zarejestrowane w tym systemie z chwilg umieszczenia ich na systemie centralnym.

lll. Przesytanie dokumentéw w ramach SWI przy wykorzystaniu systemu ESDI/WEB
§4.

1. Uaktywnienie wymiany dokumentéw za posrednictwem ESDI/WEB wymaga ztozenia przez
Uczestnika SWI w Krajowym Depozycie:

1) pisemnego petnomocnictwa udzielonego zgodnie ze wzorem zawartym w Zataczniku nr 1 do
Regulaminu SWI, wskazujgcego osobe upowazniong do sktadania w jego imieniu oswiadczen
woli oraz do przesytania dokumentow za posrednictwem, ESDI/WEB; Uczestnik SWI moze
zamiast petnomocnictwa przekazaé¢ Krajowemu Depozytowi aktualny odpis z wtasciwego
rejestru sgdowego, jezeli osobg, o ktédrej mowa w zdaniu poprzedzajagcym, bedzie osoba
upowazniona do jego samodzielnego reprezentowania i ujawniona w tym rejestrze,

2) wypetnionego przez osobe, o ktérej mowa w pkt 1, formularza certyfikacyjnego, ktérego wzér
zawiera Zatgcznik nr 3 do Regulaminu SWI, a takze ztozenia przez te osobe, pisemnego
oswiadczenia o autoryzacji wydanego jej prywatnego klucza kryptograficznego w brzmieniu
okreslonym w Zatgczniku nr 4 do Regulaminu SWI, przy czym oswiadczenie to powinno zostac
podpisane w obecnosci Gtdwnego Poreczyciela.

2. Uczestnik SWI zobowigzany jest do biezgcego kontrolowania aktualnosci danych zawartych w tresci
sktadanych w Krajowym Depozycie formularzy certyfikacyjnych dotyczacych osdb dziatajgcych w
jego imieniu na podstawie petnomocnictw, o ktorych mowa w ust. 1 pkt 1, jak réwniez do
niezwtocznego zapoznania tych oséb z trescig Porozumienia SWI oraz Regulaminu SWI, a takze ich
pozniejszych zmian.

3. Uczestnik SWI zobowigzuje sie nie dokonywac¢ zmiany zakresu umocowania wynikajacego z
udzielonych przez niego petnomocnictw, o ktérych mowa w ust.1 pkt 1.

4. Uczestnik SWI jest zobowigzany zawiadomi¢ na pismie Gtéwnego Poreczyciela, najpdzniej
z jednodniowym wyprzedzeniem, o terminie wygasniecia lub odwotania petnomocnictwa, o ktérym
mowa w ust. 1 pkt 1. Jezeli zachowanie tego terminu okazatoby sie niemozliwe, zawiadomienia
nalezy dokonac niezwtocznie po wygasnieciu lub odwotaniu petnomocnictwa.

5. Uczestnik SWI ponosi wyfaczng odpowiedzialnos¢ za skutki prawne niewykonania lub wadliwego
wykonania zobowigzania, o ktérym mowa w ust. 4.

§5.
Za posrednictwem ESDI/WEB mogg by¢ przekazywane pomiedzy stronami Porozumienia SWI
dokumenty sporzadzone w postaci plikdow komputerowych, w tym takze dokumenty systemowe
sporzadzone w formacie XML.
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§ 6.

1. Dokumenty przekazywane za posrednictwem ESDI/WEB powinny by¢ przekazane przez osobe
uwierzytelniong z wykorzystaniem certyfikatu.

2. Niezachowanie warunku, o ktérym mowa w ust. 1, jest rGwnoznaczne z niezachowaniem zastrzezonej
w Regulaminie SWI formy skfadania oswiadczen woli oraz przekazywania innych oswiadczen lub
informacji za posrednictwem ESDI/WEB, i powoduje niedokonanie skutecznego doreczenia drugiej
stronie Porozumienia SWI o$wiadczenia lub informacji zawartych w dokumencie.

3. Weryfikacja autentyczno$ci wiadomosci przekazanej ESDI/WEB jest dokonywana z wykorzystaniem
wyznaczonego w ESDI/WEB hashu i poréwnanie go z wartoscig wygenerowang przez strone-
nadawce, w oparciu o odpowiednie algorytmy oraz narzedzia wtasne badZz pochodzgce od
niezaleznych dostawcow. O kazdym przypadku stwierdzonych niezgodnosci kazda ze stron powinna
powiadomi¢ drugg strone.

§7.

1. W wypadku wykrycia jakichkolwiek przektaman, btedéw lub innych nieprawidtowosci w tresci
doreczonego dokumentu, ktére powstaty w czasie jego transmisji, strona-odbiorca jest zobowigzana
niezwtocznie zawiadomié o tym strone-nadawce.

2. Zadna ze stron Porozumienia SWI nie odpowiada za szkody poniesione przez drugg strone
Porozumienia SWI wskutek awarii ESDI/WEB albo w zwigzku z dziataniem tego systemu, jak réwniez
wskutek awarii Srodkéw facznosci pomiedzy stronami, z tym, ze odpowiedzialnosé za szkody nie jest
wyltgczona, jezeli strona:

1) nie zawiadomita niezwtocznie drugiej strony o negatywnej weryfikacji autentycznosci
wiadomosci albo o wykrytym btedzie, przektamaniu lub innej nieprawidtowosci w tresci
dokumentu, w wykonaniu obowigzkdw, o ktédrych mowa w ust. 1 oraz § 6 ust. 3 albo

2) na skutek nie dotozenia nalezytej starannosci nie wykryta w tresci dokumentu elektronicznego
btedu, przektamania lub innej nieprawidtowosci, o ktérych mowa w ust. 1.

IV. Srodki bezpieczeristwa stosowane w ESDI/WEB

§8.

1. Krajowy Depozyt, ani tez Gtéwny Poreczyciel nie sg kwalifikowanymi dostawcami ustug zaufania w
rozumieniu Rozporzgdzenia Parlamentu Europejskiego i Rady (UE) Nr 910/2014 z dnia 23 lipca 2014 r.
w sprawie identyfikacji elektronicznej i ustug zaufania w odniesieniu do transakgcji elektronicznych na
rynku wewnetrznym oraz uchylajgce dyrektywe 1999/93/WE. W zwigzku z powyzszym certyfikaty
wydawane przez Gtownego Poreczyciela nie sg kwalifikowanymi certyfikatami podpisu
elektronicznego w rozumieniu tego rozporzadzenia. Oznacza to w szczegdlnosci, ze podpisowi
elektronicznemu weryfikowanemu przy pomocy tych certyfikatdw, w mysl przepiséw w/w
rozporzadzenia oraz w my$l postanowien art. 78! ust. 2 Kodeksu cywilnego, nie mozna przypisaé
skutkow prawnych réwnowaznych podpisowi wtasnorecznemu.

2. Zarzad Krajowego Depozytu wyznacza sposréd jego pracownikow Zastepcow Gtdwnego Poreczyciela,
ktdrzy w czasie nieobecnosci Gtdwnego Poreczyciela bedg wykonywac jego czynnosci. Postanowienia
Regulaminu SWI dotyczgce Gtdwnego Poreczyciela, stosuje sie odpowiednio do Zastepcow Gtéwnego
Poreczyciela.

§9.
1. Przeznaczone dla stron Porozumienia SWI srodki bezpieczenstwa, to jest:
1) certyfikaty zawierajgce prywatne klucze kryptograficzne wraz z publicznymi kluczami
kryptograficznymi strony (certyfikaty do ESDI/WEB),
2) certyfikaty Urzedu Certyfikacji zawierajgce klucze publiczne Urzedu,
3) hasta zabezpieczajace,
- sg generowane przez Gtéwnego Poreczyciela.
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2. Certyfikaty udostepniane stronom Porozumienia SWI przez Gtdwnego Poreczyciela zawieraja, poza
odpowiednim kluczem publicznym, takze dodatkowe informacje pozwalajgce na identyfikacje
wiasciciela certyfikatu, wskazanie wystawcy, wskazanie okresu waznosci certyfikatu i jego
identyfikator oraz informacje o algorytmie, ktérych autentycznosc jest potwierdzona przez Urzad
Certyfikacji, w formie podpisu elektronicznego, ztozonego przy wykorzystaniu prywatnego klucza
kryptograficznego Urzedu Certyfikacji.

§ 10.

1. Przeznaczone dla strony Porozumienia SWI srodki bezpieczeristwa wygenerowane przez Gtéwnego
Poreczyciela i zarejestrowane na odpowiednich nosnikach Gtéwny Poreczyciel wydaje w lokalu
siedziby Krajowego Depozytu osobie pisemnie przez te strone upowaznionej do ich odbioru. Od
chwili wydania niebezpieczenstwo ich przypadkowej utraty lub ujawnienia obcigza wytacznie strone
Porozumienia SWI, ktéra dokonata ich odbioru.

2. Prywatny klucz kryptograficzny moze zostaé¢ wydany wytgcznie osobie, ktéra poprzez ten klucz ma
by¢ identyfikowana w ramach Systemu Wymiany Informacji, i ktéra zostata wskazana w tresci
petnomocnictwa udzielonego przez te strone Porozumienia SWI zgodnie z § 6 ust. 1 pkt 1 albo —w
przypadku pobierania przez Uczestnika SWI internetowych srodkéw bezpieczenstwa - osobie
imiennie upowaznionej przez Uczestnika SWI wskazanej w formularzu certyfikacyjnym.

3. Uczestnik SWI zobowigzany jest zachowa¢ w tajemnicy wydane mu prywatne klucze kryptograficzne,
hasta zabezpieczajgce, a takze zobowigzany jest stworzyé osobom, ktédrym udzielit petnomocnictw, o
ktéorych mowa w § 6 ust. 1 pkt 1, warunki zapewniajgce bezpieczne ich przechowywanie, a w
szczegblnosci zabezpieczajgce je przed utraty, zniszczeniem i dostepem o0sdb nieuprawnionych.

§ 11.

1. Krajowy Depozyt stworzy Gtdwnemu Poreczycielowi warunki zapewniajace zachowanie petnej
poufnosci generowanych przez niego prywatnych kluczy kryptograficznych oraz haset
zabezpieczajacych.

2. Gtéwny Poreczyciel nie przechowuje kopii prywatnych kluczy kryptograficznych i haset
zabezpieczajgcych wydanych Uczestnikowi SWI.

§12.

1. Z zastrzezeniem § 13 ust. 2 zd. pierwsze, klucze kryptograficzne i certyfikaty tracg waznos¢ wraz
z uptywem terminu waznosci certyfikatu.

2. Przestanie dokumentu po uptywie terminu waznosci prywatnego klucza kryptograficznego
zawartego w certyfikacie, nie wywotuje zadnych skutkéw prawnych, a w szczegdlnosci nie prowadzi
do skutecznego ztozenia oswiadczenia lub doreczenia informacji zawartej w takim dokumencie.

3. Gtéwny Poreczyciel dokonuje wydania nowych kluczy kryptograficznych, certyfikatow oraz haset
zabezpieczajgcych w lokalu siedziby Krajowego Depozytu do rgk osoby upowaznionej przez strone
Porozumienia SWI na podstawie petnomocnictwa, o ktérym mowa w § 4 ust. 1 pkt 1, w terminie
uzgodnionym przez te osobe z Gtdwnym Poreczycielem.

4. Wydanie nowych kluczy kryptograficznych oraz certyfikatu w miejsce dotychczas stosowanych
przez Uczestnika SWI, moze takze nastgpi¢ w drodze zarejestrowania wniosku wygenerowanego z
wykorzystaniem waznych dotychczasowych kluczy kryptograficznych oraz certyfikatu. W takim
przypadku wydanie nowych kluczy kryptograficznych oraz certyfikatu nastepuje z chwilg ich
pobrania ze strony internetowej https://cert.kdpw.pl. Ztozenie wniosku oraz pobranie nowych
kluczy kryptograficznych oraz certyfikatu nastepuje zgodnie z procedurg okres$long na w/w stronie
internetowe;j.

5. Postanowien ust. 4 nie stosuje sie w przypadku, gdy ztozony w Krajowym Depozycie formularz
certyfikacyjny dotyczacy danej osoby bedacej petnomocnikiem Uczestnika SWI zawiera nieaktualne
dane dotyczace tej osoby. W takim przypadku Uczestnik SWI zobowigzany jest podjg¢ dziatania
uniemozliwiajgce tej osobie zarejestrowanie wniosku, o ktéorym mowa w ust. 4, oraz - jezeli
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zamierza utrzymac¢ w mocy udzielone jej petnomocnictwo - zapewniajace, by wydanie tej osobie
nowych kluczy kryptograficznych oraz certyfikatdw nastgpito w sposdb okreslony w ust. 3.

6. Do wydawania nowych kluczy kryptograficznych i certyfikatow stosuje sie odpowiednio
postanowienia § 4 ust. 1 oraz § 9-11.

7. Do wydawania nowych internetowych srodkdw bezpieczenstwa ust. 3 — 5 nie stosuje sie. Wydanie
nowych internetowych srodkéw bezpieczeristwa wymaga ztozenia przez Uczestnika SWI wniosku w
postaci formularza certyfikacyjnego, wypetnionego i wystanego za posrednictwem witryny
internetowej www.kdpw.pl oraz dostarczenia do Krajowego Depozytu pisemnego os$wiadczenia
ztozonego w imieniu Uczestnika SWI przez osoby uprawnione do jego reprezentowania,
potwierdzajgcego prawidtowos¢ danych zamieszczonych w tym formularzu.

§13.

1. W razie powstania uzasadnionego podejrzenia ujawnienia lub ztamania prywatnego klucza
kryptograficznego, strona Porozumienia SWI, dla ktdrej klucz ten zostat wygenerowany i ktorej
zostat on wydany, powinna ztozy¢ Gtéwnemu Poreczycielowi na pismie wniosek o wymiane
dotychczas przez nig stosowanych kluczy, certyfikatu i haset zabezpieczajgcych wraz z jego
uzasadnieniem.

2. Niezwtocznie po otrzymaniu wniosku, o ktérym mowa w ust. 1, Gtdwny Poreczyciel uniewaznia
dotychczas stosowany przez strone zgtaszajacg wniosek certyfikat oraz powigzane z nim klucze i
hasta zabezpieczajgce. Postanowienie § 9 ust. 2 stosuje sie odpowiednio.

3. Niezwtocznie po uniewaznieniu certyfikatu, informacja o tym jest udostepniana przez Gtéwnego
Poreczyciela na witrynie internetowej www.kdpw.pl.

4. Do momentu wydania stronie zgtaszajgcej wniosek, o ktérym mowa w ust. 1, nowych kluczy,
certyfikatu i haset zabezpieczajgcych, wszelkie dokumenty adresowane do tej Strony, jak i od niej
pochodzace, bedg doreczane wylgcznie 2z zastosowaniem Srodkéw bezpieczeristwa
niepodlegajacych wymianie,.

5. Postanowienia ust. 1-4 stosuje sie odpowiednio w przypadku zaistnienia okolicznosci wywotujgcych
koniecznos$¢ dokonania zmiany danych zawartych w certyfikacie wydanym stronie Porozumienia
SWI.

V. Przesytanie i odbieranie dokumentdéw za posrednictwem innej osoby prawnej
§ 14.

1. Uczestnik SWI moze dokonywac wszelkich czynnosci zwigzanych z przesytaniem oraz odbieraniem
dokumentéw przy uzyciu ESDI/WEBza posrednictwem innej osoby prawnej. W takim przypadku
Uczestnik SWI powinien udzieli¢ tej osobie prawnej pethomocnictwa zgodnego ze wzorem zawartym
w Zatgczniku nr 2 do Regulaminu SWI.

2. W przypadku, o ktérym mowa w ust. 1, dokonywanie wymiany dokumentéw za posrednictwem
ESDI/WEB wymaga dokonania czynnosci, o ktérych mowa w § 4 ust. 1, odpowiednio, przez osobe
prawng, ktérej Uczestnik SWI udzielit petnomocnictwa, o ktérym mowa w ust. 1, oraz przez osobe
fizyczng bedacg dalszym petnomocnikiem Uczestnika SWI. Wzér petnomocnictwa dla dalszego
petnomocnika Uczestnika SWI zawarty zostat w Zatgczniku nr 2a do Regulaminu SWI.

3. W przypadku, o ktérym mowa w ust. 1, Gtdwny Poreczyciel wygeneruje Srodki bezpieczenstwa,
o ktérych mowa w § 9 ust. 1, dla osoby prawnej bedacej petnomocnikiem Uczestnika SWI. Srodki te
beda wydawane do rak oséb bedacych dalszymi petnomocnikami Uczestnika SWI, przy odpowiednim
stosowaniu § 10 ust. 1 i 2 oraz zmieniane na zasadach ogdlnych, przy czym w przypadku, o ktérym
mowa w § 13 ust. 1, wniosek o zmiane srodkdw bezpieczeristwa moze zgtosi¢ Uczestnik SWI zaréwno
bezposrednio, jak i poprzez petnomocnika. Zawiadomienie Krajowego Depozytu, o ktérym mowa w
§ 6 ust. 3, dokonywane bedzie wytgcznie wzgledem petnomocnika Uczestnika SWI.
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4. W przypadku, o ktérym mowa w ust. 1, dokumenty przesytane przez Uczestnika SWI przy uzyciu
ESDI/WEB beda uwierzytelnione na podstawie certyfikatu identyfikujgcego Uczestnika SWI poprzez
jego dalszego petnomocnika.

IX. Postanowienia korncowe
§ 15.

Wszystkie zatgczniki do Regulaminu SWI stanowig jego integralng czes¢.

Krajowy Depozyt jest uprawniony do dokonywania zmian Regulaminu SWI.

Dokonanie zmiany Regulaminu SWI wymaga powiadomienia Uczestnika SWI o tresci zmian oraz
dacie ich wejscia w zycie. Powiadomienie nastepuje w drodze przestania w/w zmian Uczestnikowi
SWI, w formie pisemnej, na ostatni wskazany przez Uczestnika SWI adres, albo w postaci
elektronicznej, z wykorzystaniem systemu ESDI/WEB.

W przypadku, gdy Uczestnik SWI nie wyraza zgody na dokonanie zmiany Regulaminu SWI, o ktérych
zostat powiadomiony zgodnie z postanowieniami ust. 3, przystuguje mu prawo wypowiedzenia
Porozumienia SWI z zachowaniem jednomiesiecznego terminu wypowiedzenia. Wypowiedzenie
powinno zostac doreczone do Krajowego Depozytu w formie pisemnej, w terminie dwdch tygodni,
od dnia otrzymania przez Uczestnika SWI powiadomienia, o ktérym mowa w ust. 3.

Jezeli Uczestnik SWI nie doreczyt Krajowemu Depozytowi wypowiedzenia Porozumienia SWI
zgodnie z ust. 4, w terminie tam okreslonym, oznacza to, ze Uczestnik SWI wyrazit zgode na zmiany
Regulaminu SWI, o ktdrych zostat powiadomiony zgodnie z postanowieniami ust. 3.

N
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Zatacznik Nr 1
do Regulaminu SWI
Petnomocnictwo
do sktadania oswiadczen woli przy uzyciu Systemu Wymiany Informacji

kod instytucji

W zwigzku z trescig § 4 ust. 1 pkt 1 Regulaminu SWI oraz taczacym Krajowy Depozyt Papieréw
WartoSCIOWYCN S.A. T .eeiiieee e e e e (nazwa (firma) mocodawcy) (,,Uczestnik
SWI”) Porozumieniem w sprawie sktadania oswiadczenn iprzesytania dokumentéw w postaci
elektronicznej (,,Porozumienie SWI”), nizej podpisany/i dziatajgc w imieniu Uczestnika SWI udziela/jg

niniejszym petnomocnictwa Panu/Pani .....cc.ccceeeeeevierecreeireeciveereeeee et (imie i nazwisko petnomocnika),
posiadajgcemu/posiadajgcej numer identyfikacyjny PESEL/numer paszportu’ .................... ,
urodzonemu/urodzonej dnia’ .......ccoeerunen. (op-Mm-RRRR) do  sktadania iodbierania w imieniu i ze

skutkiem dla Uczestnika SWI, przy uzyciu systemu ESDI/WEB, o$wiadczen i informacji, o ktérych mowa w
§ 1 pkt 3 Porozumienia SWI, do wystepowania o wygenerowanie przeznaczonych dla Uczestnika SWI
nowych srodkéw bezpieczenstwa zgodnie z § 12 ust. 3 i 4 Regulaminu SWI, a takze do odbioru z Krajowego
Depozytu $rodkéw bezpieczernstwa ESDI/WEB oraz srodkdéw bezpieczenstwa dla wersji testowych
ESDI/WEB.

imiona i nazwiska oséb uprawnionych
do reprezentowania mocodawcy

* - niepotrzebne skresli¢. W przypadku obywatela polskiego wpisa¢ numer PESEL, w przypadku cudzoziemca wpisa¢ numer paszportu oraz date
urodzenia
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Zatacznik Nr 2
do Regulaminu SWI
Petnomocnictwo
do skfadania oswiadczen woli przy uzyciu Systemu Wymiany Informacji
(wzdr stosowany w przypadku udzielenia pefnomocnictwa innemu podmiotowi)

kod instytucji

W zwigzku z trescig postanowienia § 4 ust. 1 pkt 1 oraz § 17 ust. 1 Regulaminu SWI oraz tgczgcym Krajowy
Depozyt Papierdw WartoSCIOWYCh S.A. i eviiiiiiiiee e e (nazwa  (firma)
mocodawcy) (,,Uczestnik SWI”) Porozumieniem w sprawie sktadania oswiadczen i przesytania dokumentéw
w postaci elektronicznej (,Porozumienie SWI”), nizej podpisany/i dziatajagc w imieniu Uczestnika SWI

udziela/jg niNiejszym PEINOMOCNICIWA ...cicuiieiiiieieieteee ettt ettt rr et b be b e b e ereetbenseneas (nazwa
petnomocnika) Z Siedzibg W ..., POd AdrESEM ..ot , humer
wiasciwego rejestru sSgdowego: .......cccevveeeeerereeereneens , do sktadania i odbierania w imieniu i ze skutkiem dla

Uczestnika SWI, przy uzyciu systemu ESDI/WEB, oswiadczen i informacji, o ktérych mowa w § 1 pkt 3
Porozumienia SWI, do wystepowania o wygenerowanie przeznaczonych dla Uczestnika SWI nowych
Srodkéw bezpieczenstwa zgodnie z § 12 ust. 3 i 4 Regulaminu SWI, atakze do odbioru z Krajowego
Depozytu $rodkéw bezpieczeristwa ESDI/WEB oraz srodkow bezpieczeristwa dla wersji testowych
ESDI/WEB.

Petnomocnik uprawniony jest do ustanawiania dalszych petnomocnikdéw na rzecz Uczestnika SWI.

imiona i nazwiska osob uprawnionych
do reprezentowania mocodawcy
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Zatgcznik Nr 2a
do Regulaminu SWI
Petnomocnictwo
do skfadania oswiadczen woli przy uzyciu Systemu Wymiany Informacji
(wzor stosowany w przypadku ustanowienia dalszego petnomocnika)

kod instytucji

W zwigzku z trescig postanowienia § 4 ust. 1 pkt 1 oraz § 17 ust. 1 i 2 Regulaminu SWI oraz taczgcym
Krajowy Depozyt Papierdw WartoSCIOWYCh S.A. i ...uviiiiiiiiiiie ettt aee e (nazwa
(firma) mocodawcy) (,,Uczestnik SWI”) Porozumieniem w sprawie sktadania oswiadczen i przesyfania
dokumentow w postaci elektronicznej (,,Porozumienie SWI”), nizej podpisany/i dziatajgc na podstawie

petnomocnictwa udzielonego przez Uczestnika SWI wdniu ................... , Z prawem do ustanawiania
dalszych petnomocnikdéw na rzecz Uczestnika SWI, udzielam/y niniejszym dalszego petnomocnictwa
Panu/ =] | U PPPPURPPRRN , (imie i nazwisko petnomocnika)
posiadajgcemu/posiadajgce;j numer identyfikacyjny PESEL/numer
[oF 57401014 10 LSRR ,  (PESEL/  numer paszportu)  urodzonemu/urodzonej dnia’

........................... (op-Mm-RRRR) do sktadania i odbierania w imieniu i ze skutkiem dla Uczestnika SWI, przy
uzyciu systemu ESDI/WEB, oswiadczen i informacii, o ktérych mowa w § 1 pkt 3 Porozumienia SWI, do
wystepowania o wygenerowanie przeznaczonych dla Uczestnika SWI nowych $rodkéw bezpieczenstwa
zgodnie z § 12 ust. 3 i 4 Regulaminu SWI, a takie do odbioru z Krajowego Depozytu Srodkow
bezpieczenstwa ESDI/WEB oraz srodkdw bezpieczenstwa dla wersji testowych ESDI/WEB.

imiona i nazwiska oséb uprawnionych
do reprezentowania mocodawcy

* - niepotrzebne skreslic. W przypadku obywatela polskiego wpisa¢ numer PESEL, w przypadku cudzoziemca wpisa¢ numer paszportu oraz date
urodzenia
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Zatacznik Nr 3
do Regulaminu SWI

FORMULARZ CERTYFIKACYJNY

SUBSKRYBENT
DANE OSOBOWE
Al. Imie A2. Nazwisko
A3. Kod kraju A4. Obywatelstwo AS5. PESEL! / Data urodzenia 2
A A6. Dokument tozsamosci A7. Seria i numer
[ dowdd osobisty * [l paszport 2
DANE KONTAKTOWE
A8. e-mail A9. Nr telefonu
DANE CERTYFIKACYJNE
B1. Srodowisko pracy: B2. Zastosowanie certyfikatu B3. Kod instytucji
(] produkcyjne [] - certyfikat do systemu ESDI/WEB
B [l testowe
B4. Nazwa Uczestnika SWI
PODPIS SUBSKRYBENTA
C

INFORMACIJA DLA SUBSKRYBENTA
Administratorem Pani/Pana danych osobowych jest Krajowy Depozyt Papierow Wartosciowych S.A.
z siedzibg w Warszawie (00-498) przy ul. Ksiazecej 4. Z KDPW S.A. mozna skontaktowac sie poprzez
adres e-mail: kdpw@kdpw.pl lub pisemnie, pod adresem wskazanym powyzej.

Podstawa prawna oraz cel przetwarzania:

- wykonywania prawnie uzasadnionych intereséw realizowanych przez KDPW S.A. polegajacych na
potrzebie identyfikacji Pani/Pana jako osoby przesytajgcej wiadomos$¢ do KDPW S.A. w imieniu
podmiotu, ktéry ustanowit Panig/Pana petnomocnikiem/dalszym petnomocnikiem do sktadania w jego
imieniu oswiadczen za posrednictwem ESDI/WEBzgodnie z postanowieniami Porozumienia w sprawie
sktadania oswiadczen i przesytania dokumentéw w postaci elektronicznej oraz w celu zapewnienia
bezpieczenstwa transakgcji i innych czynnosci wykonywanych przez KDPW S.A., dochodzenia lub obrony
ewentualnych roszczen lub praw KDPW S.A. lub podmiotu, z ktérym KDPW S.A. tgczy umowa, badz inny
stosunek prawny;

- wykonywania obowigzku prawnego — obowigzki takie wynikajg z przepisdw o przeciwdziataniu praniu
pieniedzy lub ustawy o obrocie instrumentami finansowymi.

1 PESEL - dotyczy obywateli polskich.
2 Data urodzenia — dotyczy obcokrajowcow.
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Dotyczace Pani/Pana dane osobowe mozemy przekazywaé do podmiotéw lub organdw, ktére sg
upowaznione do ich otrzymania na podstawie przepiséw prawa.

Dotyczace Pani/Pana dane osobowe beda przechowywane przez okres nie dtuzszy niz 10 lat od
zakonczenia  uczestnictwa  wsystemie SWI  podmiotu, ktéry ustanowit  Panig/Pana
petnomocnikiem/dalszym petnomocnikiem do sktadania w jego imieniu oswiadczen za posrednictwem
ESDI/WEB zgodnie z postanowieniami Porozumienia w sprawie sktadania o$wiadczen i przesytania
dokumentdw w postaci elektronicznej. Jezeli toczy sie spor, proces sgdowy lub trwa inne postepowanie,
okres przechowywania danych osobowych bedzie liczony od dnia prawomocnego zakonczenia sporu, a
w przypadku wielu postepowan — prawomocnego zakonczenia ostatniego z nich, bez wzgledu na sposéb
jego zakonczenia, chyba ze przepisy prawa przewidujg dtuzszy okres przechowywania danych lub dtuzszy
okres przedawnienia dla roszczen lub prawa, ktérych/ego dotyczy postepowanie.

Przystuguje Pani/Panu prawo do zgdania od KDPW S.A. dostepu do dotyczgcych Pani/Pana danych
osobowych, prawo do ich sprostowania, gdy s3 niezgodne ze stanem rzeczywistym, a nadto, w
przypadkach przewidzianych prawem, prawo do zadania ich usuniecia lub ograniczenia ich
przetwarzania. Przystuguje Pani/Panu prawo do wniesienia sprzeciwu do przetwarzania danych
osobowych. Przystuguje Pani/Panu prawo do przenoszenia danych.

Przystuguje Pani/Panu prawo wniesienia skargi do organu nadzorczego w zakresie przetwarzania
Pani/Pana danych osobowych.

Podanie przez Panig/Pana danych osobowych jest dobrowolne i wynika ze stosunku prawnego pomiedzy
KDPW S.A. a podmiotem, ktéry ustanowit Panig/Pana petnomocnikiem/dalszym petnomocnikiem do
sktadania w jego imieniu oswiadczen za posrednictwem ESDI/WEB zgodnie z postanowieniami
Porozumienia w sprawie sktadania oswiadczen i przesytania dokumentéw w postaci elektronicznej.
Niepodanie danych osobowych uniemozliwi wydanie Pani/Panu certyfikatu umozliwiajgcego przesytanie
wiadomosci z wykorzystaniem systemu ESDI/WEB.

Pani/Pana dane osobowe nie bedg wykorzystywane do zautomatyzowanego podejmowania decyzji, w
tym do profilowania, za wyjatkiem sytuacji, w ktérych profilowanie moze by¢ zwigzane z realizacjg
wymogéw wynikajgcych z przepiséw prawa, np.: z koniecznoscig dokonania oceny ryzyka prania
pieniedzy oraz finansowania terroryzmu.

Potwierdzam zapoznanie sie z powyzszg informacja.
D | D1. Datai podpis subskrybenta.
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Zatgcznik Nr 4
do Regulaminu SWI

Oswiadczenie o autoryzacji prywatnego klucza kryptograficznego

kod instytucji
la, nizej [oYo Yo [o1ET=101Y7 - F SO zamieszkaty/a
W eiiieee e ecreee e erre e e e erae e e e e o174V AU | S UUTS , legitymujacy/a
sie dowodem osobistym/paszportem* serii ............ 0] PR wydanym przez
........................................................ , waznym do dnia ......ccceeeeevevreenennnnennnn, 0$SWiadczam niniejszym, ze:

1. uznaje wydany mi na podstawie Regulaminu SWI oraz Porozumienia w sprawie sktadania o$wiadczen
i przesytania dokumentéw w postaci elektronicznej zawartego pomiedzy Krajowym Depozytem

Papieréw Wartos’ciowych Y Y TR (nazwa (firma) mocodawcy)
(,,Uczestnik SWI”) prywatny klucz kryptograficzny, odpowiadajacy certyfikatowi o nazwie (Common
NamMe): .o, za znak identyfikujgcy mojg osobe w stopniu takim, jak mdj

wiasnoreczny podpis;

2. uznaje wszelkie dokumenty przestane do Krajowego Depozytu Papierow Wartosciowych S.A. przy
uzyciu systemu ESDI/WEB, za dokumenty przestane przeze mnie, a wszelkie oswiadczenia w nich
zawarte za ztozone przeze mnie w imieniu Uczestnika SWI, pod warunkiem, ze przejdg one
pozytywnie weryfikacje autentycznosci wiadomosci;

3. zobowigzuje sie uzywa¢ wydanego mi prywatnego klucza kryptograficznego, o ktérym mowa
powyzej, wytgcznie do sktadania oswiadczen w imieniu Uczestnika SWI przesytanych przy uzyciu
systemu ESDI/WEB

podpis osoby sktadajqcej oswiadczenie

* - niepotrzebne skresli¢
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